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Abstract

This docunent specifies | ANA registration procedures for MM
external body access types and content-transfer-encodi ngs.
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1. I nt roducti on

Recent Internet protocols have been carefully designed to be easily
extensible in certain areas. In particular, MM [RFC2045] is an
open-ended franework and can acconmnodat e additional object types,
charsets, and access nethods wi thout any changes to the basic
protocol. A registration process is needed, however, to ensure that
the set of such values is developed in an orderly, well-specified,
and public manner.

Thi s docunent defines registration procedures that use the Internet

Assi gned Nunbers Authority (I ANA) as a central registry for these
val ues.
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Not e:

Regi stration of nedia types and charsets for use in MM are
specified in separate docunents [ RFC4288] [RFC2278] and are not
addr essed here.

1.1. Conventions Used in This Docunment

The key words "MJST", "MJST NOT", "REQUI RED', "SHALL", "SHALL NOT",
"SHOULD', "SHOULD NOT", "RECOMMVENDED', "MAY", and "OPTIONAL" in this
docunent are to be interpreted as described in [RFC2119].

2. External Body Access Types

[ RFC2046] defines the nmessage/ external -body nedia type, whereby a

M ME entity can act as pointer to the actual body data in Iieu of
including the data directly in the entity body. Each
nmessage/ ext ernal - body reference specifies an access type, which
determi nes the nmechanismused to retrieve the actual body data. RFC
2046 defines an initial set of access types but allows for the

regi stration of additional access types to accommodate new retrieva
mechani sns.

2.1. Registration Requirenents

New access type specifications MIST conformto the requirenments
descri bed bel ow

2.1.1. Nam ng Requirenents

Each access type MJUST have a unique nane. This nanme appears in the
access-type paranmeter in the nmessage/ external -body content-type
header field and MIUST conformto M ME content type paraneter syntax.

2.1.2. Mechani sm Speci fication Requiremnents

Al'l of the protocols, transports, and procedures used by a given
access type MJST be described, either in the specification of the
access type itself or in sone other publicly avail able specification,
in sufficient detail for the access type to be inplenented by any
competent inplementor. Use of secret and/or proprietary nmethods in
access types is expressly prohibited. The restrictions inposed by

[ RFC2026] on the standardi zati on of patented al gorithnms nust be
respected as well.
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2.1.3. Publication Requirenents

Al'l access types MJST be described by an RFC. The RFC may be
i nformati onal rather than standards-track, although standards-track
revi ew and approval are encouraged for all access types.

2.1.4. Security Requirenents

Any known security issues that arise fromthe use of the access type
MUST be conpletely and fully described. It is not required that the
access type be secure or that it be free fromrisks, but it is
required that the known risks be identified. Publication of a new
access type does not require an exhaustive security review, and the
security considerations section is subject to continuing eval uation
Addi tional security considerations SHOULD be addressed by publishing
revi sed versions of the access type specification

2.2. Registration Procedure

Regi stration of a new access type starts with the publication of the
specification as an Internet Draft.

2.2.1. Present the Access Type to the Community

A proposed access type specification is sent to the
"ietf-types@ana.org" nmailing list for a two-week review peri od.
This mailing list has been established for the purpose of review ng
proposed access and nedia types. Proposed access types are not
formally regi stered and nust not be used.

The intent of the public posting is to solicit comments and feedback
on the access type specification and a review of any security
consi derati ons.

2.2.2. Access Type Reviewer

When t he two-week period has passed, the access type reviewer, who is
appoi nted by the | ETF Applications Area Director(s), either forwards
the request to iana@ana.org or rejects it because of significant

obj ections raised on the |ist.

Deci si ons made by the reviewer nust be posted to the ietf-types

mailing list within 14 days. Decisions made by the reviewer may be
appeal ed to the I ESG as specified in [ RFC2026] .
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2.2.3. | ANA Registration

Provi ded that the access type either has passed revi ew or has been
successfully appealed to the ESG the I1ANA will register the access
type and nmake the registration available to the comunity. The
specification of the access type nust also be published as an RFC

2.3. Location of Registered Access Type List

Access type registrations are listed by the | ANA on the foll owi ng web
page:

http://ww. i ana. or g/ assi gnnent s/ access-types
2.4. | ANA Procedures for Registering Access Types

The identity of the access type reviewer is comunicated to the | ANA
by the IESG The IANA then only acts either in response to access
type definitions that are approved by the access type revi ener and
forwarded to the 1 ANA for registration, or in response to a

conmuni cation fromthe I ESG that an access type definition appeal has
overturned the access type reviewer’s ruling.

3. Transfer Encodings

Transfer encodings are transformations applied to MM nedi a types
after conversion to the nmedia type's canonical form Transfer
encodi ngs are used for several purposes:

o Many transports, especially nessage transports, can only handl e
data consisting of relatively short lines of text. There can be
severe restrictions on what characters can be used in these |lines
of text. Sone transports are restricted to a small subset of US-
ASCI I, and others cannot handl e certain character sequences.
Transfer encodings are used to transformbinary data into a
textual formthat can survive such transports. Exanples of this
sort of transfer encoding include the base64 and quoted-printable
transfer encodi ngs defined in [ RFC2045].

o |Inmage, audio, video, and even application entities are sonetines
quite large. Conpression algorithns are often effective in
reducing the size of large entities. Transfer encodings can be
used to apply general - purpose non-lossy conpression algorithns to
M ME entities.

o Transport encodi ngs can be defined as a neans of representing
exi sting encoding formats in a M ME cont ext.
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| MPORTANT: The standardi zation of a |arge nunber of different
transfer encodings is seen as a significant barrier to w despread
interoperability and is expressly discouraged. Nevertheless, the
foll owi ng procedure has been defined in order to provide a neans of
defining additional transfer encodi ngs, should standardization
actually be justified.

3.1. Transfer Encodi ng Requirenents

Transfer encodi ng specifications MIJST conformto the requirenments
descri bed bel ow

3.1.1. Naming Requirenents

Each transfer encoding MUST have a uni que nane. This nane appears in
t he Content-Transfer-Encodi ng header field and MIST conformto the
syntax of that field.

3.1.2. A gorithm Specification Requirenents

Al'l of the algorithns used in a transfer encoding (e.g., conversion
to printable form conpression) MJIST be described in their entirety
in the transfer encoding specification. Use of secret and/or

proprietary algorithns in standardi zed transfer encodings is
expressly prohibited. The restrictions inposed by [ RFC2026] on the
standardi zati on of patented al gorithnms MJST be respected as well.

3.1.3. Input Domain Requiremnents

Al'l transfer encodi ngs MJST be applicable to an arbitrary sequence of
octets of any length. Dependence on particular input forns is not
al | owned.

It should be noted that the 7bit and 8bit encodings do not conformto
this requirenent. Aside fromthe undesirability of having
speci al i zed encodings, the intent here is to forbid the addition of
addi ti onal encodings simlar to, or redundant with, 7bit and 8bit.

3.1.4. CQutput Range Requirenents

There is no requirenent that a particular transfer encodi ng produce a
particular formof encoded output. However, the output format for
each transfer encoding MJST be fully and conpl etely docunented. In
particul ar, each specification MIST clearly state whether the out put
format always lies within the confines of 7bit or 8bit or is sinply
pure binary data.
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3.1.5. Data Integrity and CGenerality Requirenments

Al'l transfer encodings MJST be fully invertible on any platform it
MUST be possible for anyone to recover the original data by
perform ng the correspondi ng decodi ng operation. Note that this
requirenent effectively excludes all fornms of |ossy conpression as
well as all forns of encryption fromuse as a transfer encoding.

3.1.6. New Functionality Requirenents

Al'l transfer encodi ngs MIJST provide sonme sort of new functionality.
Sonme degree of functionality overlap with previously defined transfer
encodi ngs i s acceptable, but any new transfer encodi ng MJST al so

of fer something no other transfer encodi ng provides.

3.1.7. Security Requirenments

To the greatest extent possible, transfer encodi ngs SHOULD NOT
contain known security issues. Regardless, any known security issues
that arise fromthe use of the transfer encoding MJST be conpletely
and fully described. |If additional security issues cone to |ight
after initial publication and registration, they SHOULD be addressed
by publishing revised versions of the transfer encoding

speci fication.

3.2. Transfer Encoding Definition Procedure

Definition of a new transfer encoding starts with the publication of
the specification as an Internet Draft. The draft MJST define the
transfer encoding precisely and conpletely, and it MJST al so provide
substantial justification for defining and standardi zing a new
transfer encoding. This specification MIST then be presented to the
| ESG for consideration. The |IESG can

0 reject the specification outright as being inappropriate for
st andar di zati on,

0 assign the specification to an existing | ETF working group for
further work,

o approve the formation of an | ETF working group to work on the
specification in accordance with | ETF procedures, or

0 accept the specification as-is for processing as an individua
standards-track subm ssion

Transfer encodi ng specifications on the standards track foll ow nornal
| ETF rules for standards-track docunents. A transfer encoding is
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consi dered to be defined and avail able for use once it is on the
st andards track.

3.3. | ANA Procedures for Transfer Encoding Registration

There is no need for a special procedure for registering Transfer
Encodings with the 1ANA. Al legitimte transfer encoding

regi strations MJST appear as a standards-track RFC, so it is the
IESG s responsibility to notify the | ANA when a new transfer encoding
has been approved.

3.4. Location of Registered Transfer Encodi ngs List
The list of transfer encoding registrations can be found at:
http://ww. i ana. or g/ assi gnnent s/t ransf er - encodi ngs
4. Security Considerations
Security requirements for access types are discussed in Section
2.1.4. Security requirenments for transfer encodings are discussed in
Section 3.1.7.
5. | ANA Consi derati ons
The sol e purpose of this docunent is to define | ANA registries for
access types and transfer encodings. The | ANA procedures for these
registries are specified in Section 2.4 and Section 3.3 respectively.
6. Acknow edgenents
The current authors would like to acknow edge their debt to the late
Dr. Jon Postel, whose general nodel of | ANA registration procedures
and specific contributions shaped the predecessors of this docunent
[ RFC2048]. We hope that the current version is one with which he

woul d have agreed but, as it is inpossible to verify that agreenent,
we have regretfully renoved his nane as a co-author
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Appendi x A.  Changes Since RFC 2048

(o]

Medi a type registration procedures are now described in a separate
docunent [ RFC4288].

The various URLs and addresses in this docunent have been changed
so they all refer to iana.org rather than isi.edu. Additionally,
many of the URLs have been changed to use HTTP; fornerly they used
FTP.

Much of the docunent has been clarified in the |ight of
operational experience with these procedures.

Several of the references in this docunent have been updated to
refer to current versions of the relevant specifications.

The option of assigning the task of working on a new transfer
encodi ng to an existing working group has been added to the Ii st
of possible actions the | ESG can take.

Security considerations and | ANA consi derations sections have been
added.

Regi stration of charsets for use in MME is specified in [ RFC2278]
and is no | onger addressed by this docunent.
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Ful I Copyright Statenent
Copyright (C The Internet Society (2005).

This docunment is subject to the rights, licenses and restrictions
contained in BCP 78, and except as set forth therein, the authors
retain all their rights

Thi s docunent and the information contained herein are provided on an
"AS | S" basis and THE CONTRI BUTOR, THE ORGAN ZATI ON HE/ SHE REPRESENTS
OR |'S SPONSCORED BY (I F ANY), THE | NTERNET SCCI ETY AND THE | NTERNET
ENG NEERI NG TASK FORCE DI SCLAI M ALL WARRANTI ES, EXPRESS CR | MPLI ED,

I NCLUDI NG BUT NOT LIM TED TO ANY WARRANTY THAT THE USE OF THE

I NFORMATI ON HEREI N W LL NOT | NFRI NGE ANY RI GHTS OR ANY | MPLI ED
WARRANTI ES OF MERCHANTABI LI TY OR FI TNESS FOR A PARTI CULAR PURPCSE.

Intell ectual Property

The | ETF takes no position regarding the validity or scope of any
Intellectual Property Rights or other rights that nmight be clained to
pertain to the inplenentation or use of the technol ogy described in
this docunent or the extent to which any |icense under such rights

m ght or might not be available; nor does it represent that it has
made any independent effort to identify any such rights. [Information
on the procedures with respect to rights in RFC docunents can be
found in BCP 78 and BCP 79.

Copi es of I PR disclosures nmade to the | ETF Secretariat and any
assurances of licenses to be nade available, or the result of an
attenpt nade to obtain a general |icense or permission for the use of
such proprietary rights by inplenenters or users of this
specification can be obtained fromthe | ETF on-line |IPR repository at
http://ww.ietf.org/ipr.

The 1ETF invites any interested party to bring to its attention any
copyrights, patents or patent applications, or other proprietary
rights that may cover technology that may be required to inpl enent
this standard. Please address the infornation to the IETF at ietf-
ipr@etf.org.
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