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Abst ract
Thi s docunent defines a nechanismfor the backhauling of V5.2
nmessages over | P using the Stream Control Transm ssion Protoco
(SCTP). This protocol may be used between a Signaling Gateway (SG
and a Media Gateway controller (M3C). It is assunmed that the SG
receives V5.2 signaling over a standard V5.2 interface.
This docunent builds on the | SDN User Adaptation Layer Protocol (RFC

3057). It defines all necessary extensions to the | UA Protoco
needed for the V5UA protocol inplenentation
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1. Introduction

Thi s docunent describes a method of inplenmenting V5.2 backhau
nmessagi ng over | P using a nodified version of the | SDN User
Adapt ati on Layer Protocol (I1UAP) [1]. V5UA builds on top of 1 UA
defining the necessary extensions to |UA for a V5.2 inplenentation

Since V5UA is neant to be an extension to | UAP, everything defined in

[1]

is also valid for V5UA unl ess otherw se specified in this

docunent .
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Thi s docunent does not describe the V5 standard itself. The V5
protocol is defined by ETSI standards [2,3]. Any description of the
V5 protocol in this document is meant to nake the text easier to
under st and.

1.1. Scope
There is a need for Switched Grcuit Network (SCN) signaling protocol
delivery froma V5.2 Signaling Gateway (SG to a Media Gat eway
Controller (M), analogous to the inplenentation of the | SDN Q 921
User Adaptation Layer (IUA) as described in [1].

Thi s docunent supports anal og tel ephone access, | SDN basic rate
access and | SDN Primary rate access over a V5.2 interface.

Since the V5.2 Layer 2, and especially Layer 3, differs fromthe

Q921 [4] and Q 931 Adaptation layer, the |UA standard nust be

extended to fulfil the needs for supporting V5. 2.

1.2. Termnol ogy

Bear er Channel Connection (BCC) protocol - A protocol which allows
the Local Exchange (LE) to instruct the Access Network (AN) to
al | ocate bearer channels, either singularly or in multiples, on
demand.

Communi cati on channel (C-channel) - A 64 kbit/s time slot on a V5.2
interface provisioned to carry conmmuni cati on paths.

Conmmruni cation path (C-path) - Any one of the following information
types:

- The layer 2 data link carrying the Control protocol

- The layer 2 data link carrying the Link Control protocol

- The layer 2 data link carrying the PSTN signaling

- Each of the layer 2 data links carrying the protection protocol
- The layer 2 data link carrying the BCC protocol

- Al the | SDN Ds-type data fromone or nore user ports

- Al the | SDN p-type data fromone or nore user ports

- Al the ISDNt-type data fromone or nore user ports
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Note: This definition includes the possibility that there nay be
nore than one C-path of the same information type, each all ocated
to a different |ogical C channel.

Envel ope Functi on Address (EFA) - 13 bit nunber, ranging fromO to
8191 (decimal). An EFA uniquely identifies one of the five V5.2
protocols, or an | SDN agent attached to an AN. The following I|ist
contains the possible values for the EFA

Definition Val ue

| SDN_PROTOCOL 0 - 8175
PSTN_PROTOCOL 8176
CONTROL__PROTOCOL 8177
BCC_PROTOCOL 8178

PROT _PROTOCOL 8179

L1 NK_CONTROL_PROTOCOL 8180
RESERVED 8181 - 8191

Layer 1 Functional State Machine (L1 FSM - Functional State Machine
in V5 System Managenent that tracks and controls the states of the
physical E1 links on the interface.

Logi cal Conmmuni cation channel (Logical C-channel) - A group of one or
nore C-paths, all of different types, but excluding the Cpath for
the protection protocol.

Multi-link - A collection of nbre than one 2048 kbit/s |ink which
toget her make up a V5.2 interface.

Multi-Slot - A group of nore than one 64kbit/s channel s providing
8Khz and tinme slot sequence integrity, generally used together
within an I SDN Primary Rate Access (| SDN-PRA) user port, in order
to supply a higher bit-rate service.

Physi cal Conmuni cati on Channel (Physical C-channel) - A 64kbit/s tine
slot on a V5.2 interface which has been assigned for carrying
| ogi cal GC-channels. A physical C channel may not be used for
carryi ng bearer channels.

Primary Link - A 2048 kbit/s (E1) link in a nulti-link V5.2 interface
whose physical C-channel in tine slot 16 carries a Cpath for the
protection protocol and, on V5.2 initialization, also the Cpath
for the control protocol, Iink control protocol, and the BCC
protocol. Oher Cpaths may al so be carried in the tine slot 16.
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1

3.

Secondary Link - A 2048 kbit/s (E1) link in a multi-link V5.2
interface whose tine slot 16 carries a C-path for the protection
protocol, and, on V5.2 initialization, acts as the standby C
channel for the control protocol, link control protocol, and BCC
protocol and any other C paths initially carried in tine slot 16
of the primary |ink

V5 Link - A 2048 kbits/s E1 (PCM30) link used on a V5 interface. A
V5 interface may use up to 16 V5 |inks.

V5.2 Overvi ew

V5.2 is an industry standard ETSI interface (reference ETS 300 347-1
[3]) defined between a Local Exchange (LE) and an Access Network (AN)
provi ding access to the follow ng types:

- Anal og tel ephone access
- | SDN Basic rate access
- | SDN Primary Rate access

- Oher analog or digital accesses for sem -pernanent connections
wi t hout associ at ed out band signaling infornation

The original V5 specification (V5.1 [2]) uses 2048 kbps links in a
non-concentrating fashion. In contrast, V5.2 nay use up to 16 such
interface |inks and supports concentration

The LE and AN are connected with up to 16 E1 (PCM30) |inks. Channels
16, 15 and 31 on any E1 link can be reserved for data conmuni cation
between LE and AN. The channels reserved for data are call ed
"Communi cati on Channel s" or "C-channels."”

The C-channel s are the physical nedia that exchange data between the
V5.2 protocol peer entities, as well as transfer the | SDN BRI
D-channel mnessages between the terninals and the LE. A logica
communi cati on path between two peer entities for one protocol is
called a "Cpath".
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The signaling information in V5.2 are defined as:

June 2004

- Analog signals are carried by nmeans of the V5 PSTN protoco

(L3)

- | SDN anal og ports are controlled by the V5 Control protoco

(L3)

- | SDN protocol nessages are napped to LAPD franes, which are

carried by means of LAPV5-EF subl ayer (L2)

- V5 protocol nessages are mapped to LAPV5-DL franmes, which are

carried by nmeans of LAPV5-EF subl ayer (L2)

In order to support nore traffic and dynamic allocation of bearer

channel s, the V5.2 protocol has several additions:

- A bearer channel connection protocol establishes and

di sest abl i shes bearer connections on denand, as determ ned by
the signaling information, under the control of the Loca

Exchange
- Alink control protocol is defined for multi-Ilink managenent to
control link identification, link blocking and link failure

condi ti ons.

- A protection protocol, operating on two separate V5 data |inks
is defined to manage the protection swtching of comrunication

channel s in case of link failures.
The followi ng protocols are defined for the various protoco

Layer 2:
- LAPV5- EF
- LAPV5-DL

Layer 3:
- V5-Link Contro
- V5-BCC
- V5- PSTN
- V5-Contro
- V5-Protection

andt, et al. St andards Track
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1.4. Distribution of responsibilities between MC and SG

In the V5UA backhaul architecture, the V5 protocol entities SHALL be
distributed over SG and M3C as shown bel ow.

MaC SG
. + Fommnnan Fommnnan +
| Lnk Cntrl | | | |
oo + | | |
| Ontrl I I I I
S + V5UA | | | V6 - +
| BCC | <-------- > | LAPV5 | LAPV5 | <---->| AN |
oo + | -DL | -EF | Fommm - +
| PSTN I I I I
oo + | | |
| Protection | | | |
S + Fomm - Fomm - +

V5 System Managenent SHALL be | ocated on the M3C. The V5 L1
Functional State Machine (FSM SHALL be | ocated on the SG

Dynami ¢ TElI Managenent for V5 BRI over V5UA SHALL be | ocated on the
MGC.

1.5. dient/Server Nbdel

The dient/Server Mddel for V5UA shall follow the nodel as defined
for | UAP.

The SCTP [6] (and UDP/ TCP) registered User Port Nunber Assignnent for
V5UA is 5675.

1.6. Addition to boundary primtives
1.6.1. V5 specific boundary primtives

Extending | UAP to V5UA to support V5.2 backhaul requires the
i ntroduction of new boundary prinmtives for the Q 921/ Q 931 boundary,
in accordance with the definitions in the V5 standards.

V5UA reuses sone IUA primitives fromthe Q 921/ Q 931 boundary: the
DL- DATA primtive and the DL-UNIT DATA prinitive. The DL-DATA
primtive is used for the transportation of both V5 Layer 3 nessages
and V5 | SDN Layer 3 messages. The DL-UNIT DATA prinitive is only
used for V5 | SDN nmessages and is used and defined as described for

| UAP.
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In the V5 standards, V5 system nanagenent is responsible for
establishing and rel easing data |links. Therefore, for V5UA the DL-
Establi sh and DL-Rel ease primtives defined in | UAP are repl aced by
new primtives between system managenent and the data |ink |layer in
accordance with the definitions in [2]:

MDL- ESTABLI SH

The MDL-Establish prinmitives are used to request, indicate and
confirmthe outcone of the procedures for establishing multiple frame
operati on.

MDL- RELEASE

The MDL-Rel ease primitive is used to indicate the outcome of the
procedures for termnating rmultiple frane operation

In contrast to I SDN, the V5 standards demand that V5.2 system
managenent interacts directly with V5.2 layer 1. Since V5.2 Layer 1
(including the L1 FSM and parts of V5 system nanagement are
physically separated in a V5 backhaul scenario, V5UA nust support
some services for the comuni cati on between these two entities.
Specifically, these services include an indication of the status of a
specific link, and nessages to support the link identification
procedure defined by the V5 standards.

The new prinmitive are defined as shown bel ow
MPH- LI NK STATUS START REPORTI NG

The MPH LI NK STATUS START REPORTING primitive is used by V5 system
managenent to request that a link be brought into service for use in
a V5 interface. On reception of this nessage, the L1 FSM on the SG
SHALL start reporting the status of the V5 link to the MC. This
primitive is used simlarly to the MPH proceed prinmtive defined by
V5.2, but it has a nore extended neani ng than MPH proceed.

MPH- LI NK STATUS STOP REPORTI NG

The MPH LI NK STATUS STOP REPORTI NG primtive is used by V5 system
managenent to request that a |link be taken out of service on a V5
interface. On reception of this nessage, L1 FSM on the SG SHALL stop
reporting the status of the V5 link to the GAC. This printive is
used simlarly to the MPH stop primtive defined by V5.2, but it has
a nore extended neani ng than MPH stop.
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MPH- LI NK STATUS | NDI CATI ON

The MPH LI NK STATUS | NDI CATION prinmitive is used by L1 FSMon the
Signaling Gateway to report the status (operational/non-operational)
of a Vb link to V5 system managenent. This primtive is equivalent
to the MPH Al and MPH DI prinmtives in V5.2,

MPH- SA-BI T SET

The MPH SA-BIT SET primtive is used by system nanagenent to request
that the L1 FSMin the SG sets or resets the value of a specified Sa
bit on the requested link. The SGuses it to report the successfu
setting or resetting of this bit back to system nanagenent. For V5,
this message is used for the V5 specific Link Identification
procedure to set/reset the value of the Sa7 bit, or to confirmthe
successful setting of the Sa bit. The MPH SA BIT SET REQUEST is
equi valent to the MPH I D and MPH- NOR primtives in V5. 2.

MPH- SA-BI T STATUS

The MPH SA-BIT STATUS primitives are used by system managenent in the
M3C to request that the L1 FSMin the SG reports the status of a
specified Sa bit on the requested link. The SGuses it to report
(indicate) the status of this bit back to system nanagenent. For V5,
these nessages are used for the V5 specific Link identification
procedure to request or report the status of the Sa7 bit. This is
equi valent to the MWPHIDR, MPHIDI or MPHEI g primtives in V5.2

Due to the separation of V5 System Managenent and V5 Layer1l/Layer2 in
t he VBUA backhaul architecture, it nmay be necessary to report error
conditions of the SGs V5 stack to V5 System Managenent. For this
purpose, a new prinitive is defined:

MDL- ERROR | NDI CATI ON

The MDL-ERROR I NDI CATION prinmitive is used to indicate an error
condition to V5 System Managenent. The only valid reason for this

primtive is 'Overload , indicating an overload condition of the
C-channel on the SG This reason is not defined in the V5/Q 921
st andar ds.

2. Conventions

The keywords MJUST, MJST NOT, REQUI RED, SHALL, SHALL NOT, SHOULD,
SHOULD NOT, RECOMMENDED, NOT RECOMMENDED, MAY, and OPTI ONAL, when
they appear in this docunent, are to be interpreted as described in
[7].
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3. SCTP Stream Managenent
A single SCTP stream SHOULD be used for grouping all of the follow ng
protocol s together: BCC, Link Control, Control and PSTN protocol on a
specific C-channel. A separate SCTP stream SHOULD be used for the
Protection protocol on a specific Cchannel. One SCTP stream SHOULD
be used for all |SDN user ports on a specific Cchannel. One single
stream SHOULD NOT be used to carry data of nore than one C channel
In addition, one separate SCTP stream SHOULD be used for all MPH
(link rel ated) nessages.
4. Proposed V5.2 Backhaul Architecture
*kkkk* V52 *kkkk* IP kkkkkk*x
* AN *cco e e e a e o ¥ GG *--ccmmmm * MEC *
*kkkk*k *kkkk*k *kkkk k%
S + S +
| V5.2 | (NI'F) | V5. 2
F--- - + S + F--- - +
| | | | VBUA| | VBUA
| +--- -+ Fom e +
| LAPV5| | LAPV5| SCTP| | SCTP
| | | Ep—— S e +
| | | | 1P+ | 1P |
E + E +----+ E +
Figure 1: V5.2 Backhaul Architecture
AN - Access Network
NI F - Nodal Interworking Function
SCTP - Stream Control Transm ssion Protoco
Wei |l andt, et al. St andards Track [ Page 10]



RFC 3807 V5. 2-User Adaptation Layer (V5UA) June 2004

4.1. V5UA Message Header

The original | UA nessage header nust be nodified for V5UA. The
original header for the integer formatted Interface ldentifier is
shown bel ow

1
-II-OI\)

3
123456789 12 6 78901
i S ek ke R e

|

]
-+ W

-+
|

ength

45

-+ +-

ngt

B e s s s s s e e e S S
nterface ldentifier (integer) |
B e i T T O i ol T S o S e O S O e e ek i T T R S
Tag (0x5) | Lengt h=8 |
B e i T T o e S e i S L S L e S i ol It TR NI D S R P S R S
DLCl | Spar e |
B e s o s o S S e e e i T TEIE TRIE TR TRl SR S S S B e e i i =

1
890
e
(0x1)
+- - +-

I

0
0
+
|
B S S
|
+
|
+
|
+

Figure 2: Original |1 UA Message Header

V5UA extends the | UA Message Header by including the Envel ope
Function Address (EFA) in the Spare field. The V5UA format for the
integer formatted Interface Identifier is shown bel ow

1
-II-OI\)

3
123456789 12 6 78901
i S ek ke R e

|

]
-+ W

-+
|

ength

45
-+ +-
ngt
B e s s s s s e e e S S
nterface ldentifier (integer) |
B e i T T O i ol T S o S e O S O e e ek i T T R S
Tag (0x81) | Lengt h=8 |
B e i T T o e S e i S L S L e S i ol It TR NI D S R P S R S
DLCI | EFA |

i S i S S i S S e

1
890
e
(0x1)
+- - +-

I

0
0
+
|
B S S
|
+
|
+
|
+

Fi gure 3: V5UA Message Header (Integer-based Interface identifier)
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The EFA is defined by the V5 standard. It identifies a C path, which
is a 13-bit nunmber, ranging fromO to 8191 (decimal). An EFA

uni quely identifies one of the five V5.2 protocols, or an | SDN agent
attached to an AN. The following list contains the possible val ues
for the EFA as defined by V5:

Definition Val ue

| SDN_PROTOCOL 0 - 8175
PSTN PROTOCOL 8176
CONTROL_PROTOCOL 8177
BCC_PROTOCOL 8178
PROT_PROTOCOL 8179

LI NK_CONTROL_PROTOCOL 8180
RESERVED 8181 - 8191

For MPH nessages whi ch do not use DLCI and EFA, SAPI, TEl and EFA
SHALL be set to ZERO and SHALL be ignored by the receiver. For al
ot her nessages, the DLCI SHALL be set as defined in the V5.2 standard

[2].

The Interface Ildentifier SHALL foll ow the nami ng conventions for the
Interface ldentifier as defined bel ow

4.2. V5 Naming Conventions for Interface Identifier

The V5 standard demands that V5 System Managenent keep track of the
states of all links on a V5 interface. To performtasks |ike
protection swi tching and bearer channel allocation on the V5 |inks,
it is necessary that system nmanagenent has the full picture of the
signaling and bearer channels |ocated on each |ink

The 1 UA protocol identifies C channels by endpoints w thout a defined
association with a specific Iink. Since no nanmi ng convention exists,
there is no guarantee that a C channel is actually | ocated at the
link it clains to be. Furthernore the V5 standard requires that the
MSC receives reports of the status of all links, and it defines a
link identification procedure to ensure that AN and LE are
referencing the same |ink when they address a link with a Link
Control Protocol nessage

It would clearly be against the concept of V5.2 if there was no cl ear

associ ation between E1 |inks and channels. To solve this problem a
nam ng convention MJST be used for V5UA
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The fornmat of the integer formatted Interface ldentifier is shown
bel ow:

0 1 2 3

01234567890123456789012345678901
B T S S e s e i s S i S S S S S S T S SR S S S i S S S
| Link Identifier | Chnl 1D |
B Lt r s i i i o o T s ks S R S

Link Identifier - Identifier for an E1 link on the SG (27 bits).
MUST be unique on the SG  This Link Identifier MJST match the
Link Identifier used in the Link Managenent Messages defined | ater
in this docunent.

Chnl I D - Channel ldentifier (5 bits). This is equal to the tinme-
sl ot nunber of the addressed tine slot. Possible values are 15,
16 and 31 representing the possible tine slots for G channels on a
V5 interface. For Link Managenment Messages, the Chnl | D MJST be
set to 0. Al other values are reserved for future use.

If used, the text formatted interface identifier SHALL be coded as
the hex representation of the integer formatted interface identifier,
witten as a variable length string.

4.3. V5 Additions to | UA Boundary Primtives

Some primitives for the V5 interface boundaries are sinilar to the

Q 921/ Q 931 boundary primtive nmessages defined in | UA but they need
to be handled in a different way. Therefore it is neccessary to

di stingui sh between these two nessage types by neans of the Message
O ass paraneter.

For all V5 interface boundary primtives, a new Message Class is
i ntroduced:

14 V5 Boundary Primtives Transport
Messages (V5PTM

O her valid nessage classes for V5UA, which are al so used by | UA,

are:
0 Managenent (MGMI) Message
3 ASP State Mai ntenance (ASPSM) Messages
4 ASP Traffic Mintenance (ASPTM Messages
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4.4,

Vi

Q 921/ Q 931 boundary primtive nmessages reused by V5.2 as V5PTM
nessages are:

1 Dat a Request Message (M3C -> SG
2 Data Indication Message (SG -> MO
3 Unit Data Request Message (M3C -> SG
4 Unit Data Indication Message (SG -> M)
5 Est abl i sh Request (M3C -> SG
6 Establi sh Confirm (SG -> MO
7 Establ i sh I ndication (SG -> MO
8 Rel ease Request (M3C -> SG
9 Rel ease Confirm (SG -> M)
10 Rel ease | ndi cation (SG -> MO

Al'l these nessages are defined sinmilarly to the QP°TM nessages.
In addition, new boundary prinitive nessages are defined:

11 Link Status Start Reporting (M3C -> SG
12 Li nk Status Stop Reporting (MC -> SG
13 Li nk Status |ndication (SG -> MO
14 Sa-Bit Set Request (MC -> SGQ
15 Sa-Bit Set Confirm (SG -> MO
16 Sa-Bit Status Request (M3C -> SG
17 Sa-Bit Status Indication (SG -> M)
18 Error Indication (SG -> MO

Li nk Status Messages (Start Reporting, Stop Reporting, Indication)

The Link Status Messages are used between V5 System Managenent on the

M3C and the L1 FSMon the SGto track the status of a particular E1l
link. This is required whether or not the E1 link carries
C-channel s.

Al'l Link Status Messages contain the V5UA Message Header. The Link
Identifier portion of the Interface Identifier identifies the
physical link on the SG addressed by the nessage. For all link

status nessages, the Chnl I D SHALL be set to 'O and SHALL be ignored

by the receiver.

The integer value used for the Link lIdentifier is of |ocal
significance only, and is coordi nated between the SG and MC. |t
MUST be uni que for every V5 link on the SG

As defined by the V5 standards, V5 System Managenent nust know the
status of the links on all active V5 interfaces. The Link Status

Start Reporting Message is used by V5 System Managenent on the M3C to

request that the L1 FSMon the SG starts reporting the status of a
particul ar |ink.

| andt, et al. St andards Track [ Page 14]



RFC 3807 V5. 2-User Adaptation Layer (V5UA) June 2004

V5 system nmanagenent SHALL send this Message on interface activation
for all links on the interface. The SG SHALL respond i mediately to
this request with a Link Status Indication nmessage, and it SHALL then
send a Link Status Indication nessage on all subsequent changes of
the link status. Since the SG has no other way to detern ne whether
alink is on an active interface or not, this nessage SHALL al ways be
sent on interface startup.

If the L1 FSMin the SG receives a Link Status Start Reporting
Message for a link that is already active (the link status is
reported to System Managenent), the SG SHALL i nmedi ately report the
actual status of this link by sending a Link Status Indication
Message. The SG SHALL then proceed with the automatic |ink status
reporting as described above.

To stop this reporting of the status of a link, e.g., at interface
deactivation, System Managenent sends a Link Status Stop Reporting
Message to the L1 FSM The SGwill then inmediately stop reporting
the status of the particular link and will assune the link to be out
of service. |t MJST NOT respond in any way to this nessage.

Since there is no other way for the SGto know that an interface has
been deactivated, this nessage SHALL be sent on interface
deactivation for all links on the interface. On reception of this
message, the SG SHALL take L2 down on this l|ink

If the L1 FSMin the SG receives a Link Status Stop Reporting Message
for alink that is not active (the link status is not reported to
System Managenent), the SG SHALL ignore the message

The Link Status Start/Stop Reporting Messages contain the comon
message header followed by the V5UA nessage header. They do not
contain any additional paraneters.

The Link Status Indication Message is used by L1 FSMin the SGin
response to a Link Status Start Reporting Message to indicate the
status of the particular Iink. After a Link Status Start Reporting
Message has been received by the L1 FSM it SHALL automatically send
a Link Status Indication Message every tine the status of the
particul ar |link changes. It SHALL not stop this reporting until it
receives a Link Status Stop Report Message from System Managenent .

The Link Status Indication Message contains the comopn nessage header

foll owed by the V5UA nessage header. 1In addition, it contains the
following Iink status paraneter
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The valid values for Link Status are shown in the follow ng table:

Def i ne Val ue Descri ption
OPERATI ONAL 0x0 Li nk operati onal
NON- OPERATI ONAL  Ox1 Li nk not operati onal

4.5. Sa-Bit Messages (Set Request, Set Confirm Status Request,
Status I ndication)

The Sa-Bit Messages are used between V5 System Managenent in the MEC
and the L1 FSMin the SGto set and read the status of Sa bits on the
El links. For V5, it is only required to set and read the status of
the Sa7 bit that is used for the Link Identification procedure as
described by the V5 standards [3].

Al Sa-Bit Messages SHALL contain the V5UA nessage header. The Link
Identifier portion of the Interface Identifier identifies the
physical link on the SG addressed by the nessage. For all link
status nessages, the Chnl I D SHALL be set to 'O and SHALL be ignored
by the receiver.

The Link Identifier MJUST be the sane as used in the Interface
Identifier to identify on which link a Cchannel is |ocated.

The Sa-Bit Set Request nessage is used to set the value of the
specified Sa-Bit on the defined link. The value of the Sa7 bit in
nornmal operation is ONE. For the Link Identification procedure, it
is set to ZERO

The Sa-Bit Set Request nessage for the Sa7 bit with Bit Val ue ZERO
corresponds to the V5 defined prinmtive MPHID. The Sa-Bit Set
Request nessage for the Sa7 bit with Bit Value ONE corresponds to the
V5 defined primtive MPH NOR

The SG MJST answer a Sa-Bit Set Request nessage with a Sa-Bit Set

Confirm nmessage when the setting of the bit is conplete. This
message does not correspond to a V5 defined primtive.
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The Sa-Bit Status Request nessage is used by system managenent to
request the status of the specified Sa-Bit on the defined link from
L1 FSM The Sa-Bit Status Request nessage for the Sa7 bit
corresponds to the V5 defined primtive MPH I DR

L1 FSM answers the Sa-Bit Status request nessage by a Sa-Bit Status
I ndi cation nmessage in which the current setting of the bit will be
reported. The Sa-Bit Status |ndication nmessage for the Sa7 bit with
Bit Value ZERO corresponds to the V5 defined prinmtive MPHID . The
Sa-Bit Status Indication nessage for the Sa7 bit with Bit Val ue ONE
corresponds to the V5 defined primtive MPH El g.

All Sa-Bit Messages contain the foll owi ng additional paraneter:
0 1 2 3

01234567890123456789012345678901
B S S T o S S S S s S S S S S S S

| Tag (0x83) | Length |
B s S S i i i ks a ks st S S S S S S
| BITID | Bit Val ue |

T I T S S T i S S T e S A S

The valid values for Bit Value are shown in the follow ng table:

Def i ne Val ue Description
ZERO 0x0 Bit val ue ZERO
ONE Ox1 Bit value ONE

The valid value for BIT IDis show in the follow ng table:
Def i ne Val ue Description
Sa7 ox7 Addresses the Sa7 bit

There are no other valid values for VBUA. All other values are
reserved for future use.

For the Sa-Bit Status Request and Set Confirm nessages, the BIT Val ue
SHALL be set to 'O by the sender and SHALL be ignored by the
receiver.

4.6. FError Indication Message
The Error Indication Message is used between the V5 stack on the SG

and the V5 System Managenent in the M3C to indicate an error
condition at the SG

Wei |l andt, et al. St andards Track [ Page 17]



RFC 3807 V5. 2-User Adaptation Layer (V5UA) June 2004

The only valid reason for the Error Indication Message is Overl oad.
The SG SHOULD issue such an Error Indication with reason Overload for
a C-channel if it is not able to process all Layer 3 nessages on this
C-channel in a tinely nmanner (overload condition of the C channel).

The Error Indication nessage SHALL contain the V5UA nessage header.

The Interface ldentifier indicates the affected C-channel. SAPI, TEI
and EFA SHALL be set to 'O and SHALL be ignored by the receiver.

The Error |ndication nessage contains the follow ng additional
par anet er:

0 1 2 3

01234567890123456789012345678901
B T T T o o S S S e i S S Tk e e Y S
| Tag (0x84) | Length |
B i ok it I I S e S e S ki ol ik i I TR SR i S S e S e e e e i i 5
| Error Reason |
B Lt r s i i i o o T s ks S R S

The valid values for Error Reason are shown in the follow ng table:
Def i ne Val ue Descri ption
OVERLQAD Ox1 C-channel is in overload state

There are no other valid values for VSUA. Al other values are
reserved for future use.

5. Procedures
5.1. V5 Layer 1 failure

The normal way to handle a V5 Layer 1 failure is described in the V5
standards[ 2, 3] as follows:

- The L1 FSM detects the V5 Layer 1 failure. It reports this to
V5 System managenent by sending a MPH-DI primitive for the
affected Iink.

- V5 System nanagenent notifies V5 Layer 2 of the V5 Layer 1
out age by sending a MPH Layer 1 Failure Ind primtive.

Since V5 Layerl1/2 and V5 System Managenent are no | onger co-located
in the backhaul architecture, it does not make sense to notify V5
Layer 2 about V5 Layer 1 failure via V5 system nanagenent. | nstead,
V5 Layer 2 SHALL be notified directly by V5 Layer 1 on the SG V5

Wei |l andt, et al. St andards Track [ Page 18]



RFC 3807 V5. 2-User Adaptation Layer (V5UA) June 2004

Layer 1 SHALL report the outage to V5 system nanagenent by sending a
Li nk Status Indication nessage with status NON OPERATI ONAL
corresponding to an MPH DI prinitive as defined by the V5.2 standard.
V5 system managenent SHALL NOT send an MPH-Layer 1 Failure Ind
primtive to V5 Layer 2 in response to this message.

5.2. Loss of V5UA peer

If SCTP failure is detected or the heartbeat is |lost, the follow ng
procedure SHALL be perforned:

When | oss of V5UA peer is reported to the V5UA |ayer, the ASP SHALL
behave as if it had received a Link Status Indication (non-
operational) for all links on this SG

The ASP SHALL attenpt to re-establish the connection continuously.
When the connection is re-established, the ASP SHALL send a Link
Status Start Reporting nessage to the SG for all links on active V5
interfaces on the SG

An exanple for the nmessage flow for re-establishment of the
connection is shown below for one active link on the SG

ASP SG

|
| =------- Link Status Start Reporting --------- >
|

|
| <------ Link Status Ind (operational) --------- |
|

I f the association can be re-established before the V5UA [ ayer is
notified, comrunication SHALL proceed as usual and no other action
SHALL be taken by the ASP

5.3. GC-channel overload on SG

If the SG detects an overload condition on a C channel, it SHOULD

i ndicate this by sending an Error Indication nessage, with the reason
Overload to the M3C. The M3C SHOULD then take appropriate actions to
clear this overload condition.

The SG SHALL resend the Error Indication nessage with the reason

Overload as long as the overload condition persists. An interval of
120 seconds for resend of this nessage i s RECOMVENDED.
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6. Exanples
6.1. Link Identification Procedure (successful)

The Link ldentification Procedures thenselves are described by the
V5.2 standard [3].

A nessage flow exanple for an LE initiated Link Identification
procedure over V5UA is shown below. An active association between
ASP and SGis established prior to the follow ng nessage fl ows, and
the V5 interface is already in service:

ASP SG
| |
| ------ Dat a Request (LnkCtrl: FE-IDReq) ------ > |
| <-- Data Indication (LnkCrl Ack: FE-IDReq) --- |
| |
| <---- Data Indication (LnkCrl: FE-I1DAck) ----- |
| ---- Data Request (LnkCtrl Ack: FE-1DAck) ---->
|
| ------ Sa-Bit Status Request ( Sa7 ) --------- >

| <--- Sa-Bit Status Indication ( Sa7, ZERO) ---

| ------- Dat a Request (LnkCtrl: FE-IDRel) ----- >
| <--- Data Indication (LnkCrl Ack: FE-IDRel) --

Wei |l andt, et al. St andards Track [ Page 20]



RFC 3807 V5. 2-User Adaptation Layer (V5UA) June 2004

The next exanple al so shows a Link ldentification procedure, but this
time it is initiated by the AN. Again, the ASP association and the
V5 interface are already in service:

ASP SG
| _ _ |
| <---- Data Indication (LnkCrl: FE-1DReq) ----- |
| -- Data Request (LnkCirl Ack: FE-IDReq) ------ > |
| |
| ---------- Sa-Bit Set Req ( Sa7, ZERO ) ------ >
| <--------- Sa-Bit Set Conf (Sa7) -------------- |
| |
| ------- Dat a Request (LnkCtrl: FE-IDAck) ----- > |
| <-- Data Indication (LnkCrl Ack: FE-IDAck) --- |
| |
| <---- Data Indication (LnkCtrl: FE-IDRel) -----
| ---- Data Request (LnkCtrl Ack: FE-IDRel) ---->
| |
| ------------ Sa-Bit Set Req ( Sa7, ONE ) ----- >
| <----------- Sa-Bit Set Conf (Sa 7) ----------- |

7. Security Considerations

The security considerations discussed for the ’'Security
Consi derations for SIGIRAN Protocols’ [5] docunent apply to this
docunent .

8. | ANA Consi derations
8.1. SCTP Payl oad Protocol ldentifiers

| ANA has assigned a V5UA value for the Payload Protocol ldentifier in
the SCTP DATA chunk. The follow ng SCTP Payl oad Protocol identifier
is registered:

VSUA " 6"

The SCTP Payl oad Protocol identifier value "6" SHOULD be included in
each SCTP DATA chunk to indicate that the SCTP is carrying the V5UA
protocol. The value "0" (unspecified) is also allowed but any other
val ues MJST not be used. This Payload Protocol Ildentifier is not
directly used by SCTP but MAY be used by certain network entities to
identify the type of information being carried in a Data chunk
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The User Adaptation peer MAY use the Payload Protocol ldentifier as a
way of determi ning additional information about the data being
presented to it by SCTP.

8.2. V5UA Port Nunmber
| ANA has registered SCTP (and UDP/ TCP) Port Number 5675 for V5UA
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