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Domai n Nane System Structure and Del egati on

Status of this Meno

This meno provides information for the Internet comunity. This neno
does not specify an Internet standard of any kind. Distribution of
this meno is unlinted.

1. Introduction

This meno provides sone information on the structure of the nanes in
the Donain Nane System (DNS), specifically the top-Ievel donain
nanes; and on the adm nistration of domains. The Internet Assigned
Numbers Authority (1 ANA) is the overall authority for the IP

Addr esses, the Domain Nanes, and many ot her paraneters, used in the
Internet. The day-to-day responsibility for the assignnent of IP
Addr esses, Autononpus System Numbers, and nost top and second | eve
Domai n Nanes are handled by the Internet Registry (IR and regi ona
registries.

2. The Top Level Structure of the Domai n Names

In the Donmai n Nane System (DNS) naning of conputers there is a

hi erarchy of nanes. The root of systemis unnaned. There are a set
of what are called "top-level domain nanmes" (TLDs). These are the
generic TLDs (EDU, COM NET, ORG GOV, ML, and INT), and the two
letter country codes from|SO 3166. It is extrenely unlikely that
any other TLDs will be created.

Under each TLD may be created a hierarchy of nanes. Generally, under
the generic TLDs the structure is very flat. That is, many

organi zations are registered directly under the TLD, and any further
structure is up to the individual organizations.

In the country TLDs, there is a wide variation in the structure, in
some countries the structure is very flat, in others there is

substantial structural organization. In sonme country domains the
second |l evel s are generic categories (such as, AC, CO GO and RE)
in others they are based on political geography, and in still others,

organi zation nanmes are listed directly under the country code. The
organi zation for the US country donmain is described in RFC 1480 [1].
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Each of the generic TLDs was created for a general category of

organi zations. The country code domains (for exanple, FR NL, KR

US) are each organi zed by an adm nistrator for that country. These
adm ni strators may further del egate the nanagenent of portions of the
nam ng tree. These administrators are performng a public service on
behal f of the Internet comunity. Descriptions of the generic
domai ns and the US country donmin follow

O these generic domains, five are international in nature, and two
are restricted to use by entities in the United States.

Wrld Wde Generic Donai ns

COM - This domain is intended for comrercial entities, that is
conpani es. This domain has grown very large and there is
concern about the adnministrative | oad and system performance if
the current growmh pattern is continued. Consideration is
bei ng taken to subdivide the COM domain and only allow future
comrercial registrations in the subdomains.

EDU - This domain was originally intended for all educationa
institutions. Many Universities, colleges, schools,
educati onal service organi zations, and educational consortia
have regi stered here. Mre recently a decision has been taken
tolimt further registrations to 4 year colleges and
uni versities. Schools and 2-year colleges will be registered
in the country domains (see US Donmin, especially K12 and CC
bel ow) .

NET - This donmain is intended to hold only the conputers of network
providers, that is the NIC and NOC conputers, the
admi ni strative conputers, and the network node conputers. The
custonmers of the network provider woul d have domai n names of
their owmn (not in the NET TLD)

ORG - This dormain is intended as the miscellaneous TLD for
organi zations that didn't fit anywhere el se. Sone non-
governnent organi zations nmay fit here.

INT - This domain is for organizations established by internationa
treaties, or international databases

United States Only Generic Donains:
GOV - This domain was originally intended for any kind of governnent
of fice or agency. Mdre recently a decision was taken to

regi ster only agencies of the US Federal government in this
domain. State and |ocal agencies are registered in the country
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domai ns (see US Donmi n, bel ow).
ML - This donmain is used by the US mlitary.
Exanpl e country code Domai n:

US - As an exanple of a country donmain, the US domai n provides for
the registration of all kinds of entities in the United States
on the basis of political geography, that is, a hierarchy of
<entity-name>. <l ocality>. <state-code>. US. For exanple,

"I BM Arnmonk. NY. US". I n addition, branches of the US domain are
provided within each state for schools (K12), comunity coll eges
(CC), technical schools (TEC), state government agencies
(STATE), councils of governnments (COG,libraries (LIB), nuseuns
(MJS), and several other generic types of entities (see RFC 1480
for details [1]).

To find a contact for a TLD use the "whois" programto access the
dat abase on the host rs.internic.net. Append "-dom' to the nane of
TLD you are interested in. For exanple:

whois -h rs.interni c.net us-dom
or
whois -h rs.internic.net edu-dom

3. The Administration of Del egated Donai ns

The Internet Assigned Nunbers Authority (1ANA) is responsible for the
overal |l coordination and managenment of the Domain Nanme System (DNS),
and especially the del egation of portions of the nane space called
top-1evel dommins. Most of these top-level donmins are two-letter
country codes taken fromthe | SO standard 3166.

A central Internet Registry (IR) has been selected and designated to
handl ed the bul k of the day-to-day adm nistration of the Donmain Nane
System Applications for new top-level domains (for exanple, country
code donmins) are handled by the IRw th consultation with the | ANA
The central IR is INTERNIC NET. Second |evel donmains in COM EDU,
ORG NET, and GOV are registered by the Internet Registry at the
InterNIC. The second |level dormains in the ML are registered by the
DDN registry at NIC.DDN. ML. Second |l evel names in INT are

regi stered by the PYMat | SI. EDU.

Wiile all requests for new top-1level domains nust be sent to the
Internic (at hostrmaster@nternic.net), the regional registries are
often enlisted to assist in the admnistration of the DNS, especially
in solving problems with a country adm nistration. Currently, the
RIPE NCC is the regional registry for Europe and the APNIC is the
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regional registry for the Asia-Pacific region, while the I NTERNI C
adm nisters the North America region, and all the as yet undel egated
regi ons.

The contact mmil boxes for these regional registries are:

| NTERNI C host mast er @ nt erni c. net
APNI C host mast er @pni c. net
Rl PE NCC ncc@i pe. net

The policy concerns invol ved when a new top-1level domain is
established are described in the following. Al so nentioned are
concerns raised when it is necessary to change the del egation of an
establ i shed domain fromone party to another

A new top-level domain is usually created and its managenent
del egated to a "designated manager” all at once

Most of these sane concerns are rel evant when a sub-domain is
del egated and in general the principles described here apply
recursively to all del egations of the Internet DNS nanme space.

The major concern in selecting a designated manager for a domain is
that it be able to carry out the necessary responsibilities, and have
the ability to do a equitable, just, honest, and conpetent job.

1) The key requirement is that for each domain there be a designated
manager for supervising that domain’s name space. In the case of
top-1 evel dommins that are country codes this nmeans that there is
a manager that supervises the domai n nanes and operates the donain
nane systemin that country.

The manager nust, of course, be on the Internet. There nust be
Internet Protocol (IP) connectivity to the nameservers and enail
connectivity to the managenment and staff of the manager

There nmust be an adninistrative contact and a technical contact
for each donmain. For top-level domains that are country codes at
| east the adninistrative contact nust reside in the country

i nvol ved.

2) These designated authorities are trustees for the del egated
domai n, and have a duty to serve the comunity.

The designated rmanager is the trustee of the top-level domain for

both the nation, in the case of a country code, and the gl oba
Internet conmunity.
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Concerns about "rights" and "ownershi p" of domains are
i nappropriate. It is appropriate to be concerned about
"responsibilities" and "service" to the comunity.

3) The desi gnated manager nust be equitable to all groups in the
domai n that request donmai n nanes.

This means that the sanme rules are applied to all requests, al
requests must be processed in a non-discrimnatory fashion, and
academ ¢ and commercial (and other) users are treated on an equa
basis. No bias shall be shown regardi ng requests that may cone
fromcustoners of sone other business related to the nanager --
e.g., ho preferential service for custoners of a particular data
network provider. There can be no requirenment that a particul ar
mai | system (or other application), protocol, or product be used.

There are no requirenments on subdomai ns of top-Ievel domains
beyond the requirenents on higher-level donmins thenselves. That
is, the requirenents in this nmeno are applied recursively. In
particular, all subdomains shall be allowed to operate their own
domai n name servers, providing in themwhatever information the
subdomai n manager sees fit (as long as it is true and correct).

4) Significantly interested parties in the domain should agree that
t he desi gnated nanager is the appropriate party.

The 1ANA tries to have any contendi ng parties reach agreenent
anong t hensel ves, and generally takes no action to change things
unless all the contending parties agree; only in cases where the
desi gnat ed manager has substantially m s-behaved woul d the | ANA
step in.

However, it is also appropriate for interested parties to have
some voice in selecting the designated manager.

There are two cases where the 1 ANA and the central IR nmay
establish a new top-level domain and del egate only a portion of

it: (1) there are contending parties that cannot agree, or (2) the
appl ying party may not be able to represent or serve the whole
country. The later case sonetinmes arises when a party outside a
country is trying to be helpful in getting networking started in a
country -- this is sonetines called a "proxy" DNS service

The Internet DNS Nanes Review Board (I DNB), a conmittee
established by the I ANA, will act as a review panel for cases in
whi ch the parties can not reach agreenent anong thensel ves. The
I DNB's decisions will be binding.
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5) The desi gnated nmanager nust do a satisfactory job of operating the

6)

DNS service for the domain.

That is, the actual managenent of the assigning of domain nanes,
del egati ng subdomai ns and operati ng naneservers nust be done with
techni cal conpetence. This includes keeping the central IR (in
the case of top-level donmins) or other higher-level donain
manager advi sed of the status of the donmain, responding to
requests in a tinmely manner, and operating the database with
accuracy, robustness, and resilience.

There nust be a prinary and a secondary naneserver that have IP
connectivity to the Internet and can be easily checked for
operational status and database accuracy by the IR and the | ANA

In cases when there are persistent problens with the proper
operation of a domain, the del egation nmay be revoked, and possibly
del egated to anot her desi gnated nmanager

For any transfer of the designated nmanager trusteeship from one
organi zation to another, the higher-1level domain manager (the | ANA
in the case of top-level domains) must receive conmunications from
both the ol d organi zation and the new organi zati on that assure the
| ANA that the transfer in nutually agreed, and that the new

organi zation understands its responsibilities.

It is also very helpful for the I ANA to receive conmunications
fromother parties that nmay be concerned or affected by the
transfer.

4. Rights to Nanes

1

2)

Post el

Nanmes and Tr adenar ks

In case of a dispute between domain nane registrants as to the
rights to a particular nane, the registration authority shall have
no role or responsibility other than to provide the contact
information to both parties.

The registration of a domain nane does not have any Trademark
status. It is up to the requestor to be sure he is not violating
anyone el se’s Tradenark

Count ry Codes

The 1ANA is not in the business of deciding what is and what is
not a country.
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The selection of the SO 3166 list as a basis for country code
top-1 evel domain nanes was nade with the know edge that |1SO has a
procedure for determi ning which entities should be and should not
be on that list.

5. Security Considerations

Security issues are not discussed in this nmeno.
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