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SNVP over | PX

Status of this Meno

This meno provides infornmation for the Internet conmunity. It does
not specify an Internet standard. Distribution of this neno is
unlimted.

Abstract

This meno defines a convention for encapsul ating Sinple Network
Management Protocol (SNWP) [1] packets over the transport nechani sm
provided via the Internetwork Packet Exchange (I PX) protocol [2].

Editor’s Note

As stated below and in reference [5], it is strongly advised that for
interoperability, SNWP be inplenented over UDP/IP and not directly on
medi a or other protocols (such as |PX)

1. I nt roducti on

The SNWVP protocol has been specified as the official network
managenment protocol of the Internet. |Its w despread acceptance and
i mpl enent ati on by devel opers, both inside and outside the |Internet
community, is fostering synergetic growth to a variety of protocols
and pl atforns.

This meno addresses the use of SNMP over the | PX protocol, which has
becone quite wi despread principally due to the popularity of Novel
Net Ware. Roughly equivalent to UDP in function, |PX provides
connectionl ess, unacknow edged dat agram service over a variety of
physi cal medi a and protocols.

Al t hough nodifications have been nade el sewhere in the NetWare
protocol suite, IPXis identical to the Xerox |nternet Datagram
Protocol (IDP) [3]. The socket address space authority is
adm ni stered by Novell.

The use of SNWP over the UDP transport [4] is today the commobn node

of operation in the Internet. This specification nay be appropriate
for sone environnents in which UDP transport services are not
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avai |l able. SNWP i npl enentors should be aware that the choice of
underlying transport may have a significant inpact on the
interoperability and ubiquity of the management capability in the
Internet. Considerations relevant to choosing a transport for use
with SNVP are described in [5].

2. Specification

SNMP packets will always set the Packet Type field in the |IPX header
to 4 (i.e., Packet Exchange Packet).

2.1 Socket Assignnents

SNMP protocol entities will receive Get Request-PDU, CetNextRequest-
PDU, and Set Request-PDU nessages on socket 36879 (Destination Socket
field set to hexadeci mal 900F), and Trap-PDU nessages on socket 36880
(Destination Socket field set to hexadeci mal 9010).

CGet Response- PDU nessages will be addressed to the | PX address and
socket from which the correspondi ng Get Request - PDU, Cet Next Request -
PDU, or SetRequest-PDU ori gi nated.

2.2 Maxi num Packet Length

Al t hough SNMP does not require conformant inplenmentations to accept
messages whose | ength exceed 484 bytes, it is recommended that

i mpl enent ati ons support a maxi mum SNVP nessage size of 546 bytes (the
maxi mum si ze all owed under IPX). Furthernore, this limt is the
maxi mum packet |ength guaranteed to traverse | PX routers which do not
provide fragnentation. |Inplenentors nmay choose to use | onger packet
lengths if the maxi numis known, which depends on the internediate
routers and/or internediate datalink |ayer protocols.

2.3 The agent-addr Field for the Trap-PDU

The agent-addr field in a Trap-PDU enitted by an SNWP agent shoul d
contain the | pAddress 0.0.0.0. An SNVP nanager nmy ascertain the
source of the trap by querying the transport |ayer

2.4 |1 PX Transport Address Representation

There are occasions when it is necessary to represent a transport
service address in a MB. For instance, the SNWMP party MB [6] uses
an OBJECT IDENTIFIER to define the transport domain (IP, IPX etc.)
and an OCTET STRING to represent an address within that domain. The
followi ng definitions are provided for use in such a schene.
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RFC1298-M B DEFI NI TIONS ::= BEG N
| MPORTS
enterprises FROM RFC1155- SM ;
novel | OBJECT IDENTIFIER ::= { enterprises 23 }

t ransport Donai ns OBJECT IDENTIFIER ::= { novell 7}

i pxTransportDormain  OBJECT | DENTIFIER ::= { transportDomains 1 }

-- Authoritatively nanmes the | PX Transport Domain
| pxTransport Address ::= OCTET STRING (SIZE (12))

-- A textual convention denoting a transport service address in
-- the ipxTransportDomain. An | pxTransportAddress is 12 octets
-- long and conprises 3 fields, each in network-byte (high-Iow
-- order.

-- The first field is 4 octets |Iong and contains the network
-- nunber.

-- The next field is 6 octets long and contains the physica
-- address of the node. Since |IPX can run over a variety of
-- subnet architectures, the physical node address nay not
-- require all 6 octets. As specified in [2], the physica
-- node address will occupy the |east significant portion of
-- the field and the nost significant octets should be set
-- to zero.

-- The last field is 2 octets |long and contains the socket
-- nunber.

END
3. Docunent Procurenent

This section provides contact points for procurenent of selected
docunent s.

A compl ete description of IPX may be secured at the foll ow ng
addr ess:

Novel I, I nc.

122 East 1700 South

P. O Box 5900

Provo, Utah 84601 USA
800 526 5463
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Novel | Part # 883-000780-001
The specification for IDP (part of XNS) nay be ordered from

Xerox Systemlnstitute
475 Qaknead Par kway
Sunnyval e, CA 94086
Attn: Fonda Pall one
(415) 813-7164
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5. Security Considerations

Security issues are not discussed in this nmeno.
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