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Message Send Protocol
Status of this Meno

This RFC suggests an Experinental Protocol for the Internet
community. Hosts on the Internet that choose to inplenent a Message

Send Protocol nmay experinment with this protocol. Please refer to the
current edition of the "I AB Oficial Protocol Standards" for the
standardi zation state and status of this protocol. Distribution of

this nmeno is unlimted.
Di scussi on

The Message Send Protocol is used to send a short nessage to a given
user on a given termnal on a given host. This is sinmilar to the
service provided by Unix’s wite command, which is limted to the
users on that host. This service is also known on sonme hosts as

" SEND".

As the Internet grows, nore and nore people are using hosts that do
not run TCP/IP at all times. These hosts may be able to use a sinple
protocol that can be inplemented in a subset of TCP/IP. The Message
Send Protocol is one such protocol

Note that a nmessage sending protocol is already defined using TCP
The SMIP protocol includes a "SEND' conmand that will direct mail to
a user’s termnal. SMIP's SEND is not useful in this instance
because TCP requires quite a bit of code. For the purposes of
standardi zation, we will include a TCP based Message Send Service

TCP Based Message Send Service

One nessage send service is defined as a connection based application
on TCP. A server listens for TCP connections on TCP port 18. Once a
connection is established a short nessage is sent by the client out
the connection (and any data received by the client is thrown away).
The client closes the connection after sending the nmessage.

UDP Based Message Send Service
Anot her nessage send service is defined as a datagram based

application on UDP. A server |listens for UDP datagrans on UDP port
18. Wien a datagramis received by the server, an answering datagram
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is sent back to the client containing exactly the sanme data.
Message Synt ax

The message shoul d consist of several parts. The first part is a
single octet indicating the protocol revision, currently deci mal 65,
"A'. The second part is the nane of the user that the nessage is
directed to. This and the remaining parts are null-term nated, and
consist of eight-bit characters. Do not strip the eighth bit of the
characters. The third part is the name of the terminal. The fourth
part is the actual nessage

The total length of the nessage shall be less than 512 octets. This
includes all four parts, and any term nating nulls.

If the termnal part is enpty, then "the right" termnal is chosen
If the user part is enpty, then the nessage is witten on the
consol e.

If this protocol is changed, the revision nunber will be changed. In
no case will any of the four parts be renoved.

Advi sori es
It is advisable for servers to strip escape sequences before sending
themto actual ternminals. Sone ternminals can do nasty things when
you send them certain escape sequence.

In both the TCP and UDP versions of the service, checksuns are al ways
used.

Security Considerations

Security issues are not addressed in this nmeno.
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